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Fraud and Scams 
State Street Global Advisors Asia Limited (“SSGA”) would like to remind you to diligently check the 
authenticity and reliability of information viewed on websites or received that claims to be related to, 
issued or authorised by SSGA or our affiliates.  Scammers will often use tactics such as phishing emails, 
cold calling, fake websites to try and entice you to invest in false products that feature our company 
name / logo including the use of SPDR as a brand for their business / products.  It has been reported 
that scammers have been impersonating the staff of SSGA or State Street group and / or promoting 
fraudulent documentation relating to a range of financial products.  
 
It is important to stay alert to the risk of fraud and scams. Please beware of individuals purporting to 
be employees of SSGA for the purposes of selling SSGA products.   
 
 
Suspect Fraud or Scam? 
If you see or receive on an unsolicited basis someone using SSGA’s name or claiming to involve 

someone employed by SSGA and you are concerned that the information is not genuine, please 

contact us at statestreetetfhk@ssga.com .  

 


